
THIS EVENT IS FUNDED BY U.S. DEPARTMENT OF DEFENSE, OFFICE OF ECONOMIC ADJUSTMENT GRANT THROUGH  
 THE CALIFORNIA GOVERNOR'S OFFICE OF PLANNING AND RESEARCH.  

 

 
 

WHEN: Tuesday, March 31, 2020 
WHERE: College of the Canyons, Santa Clarita CA 91355 
TIME: 8:00am - 5:00pm 
ATTENDACE: 4 Employees Maximum. Space is Limited. 

  

ATTENDEES WILL RECEIVE: 
 One (1) full day training workshop – live, at the boot camp  

 Four (4) one (1) hour follow-up sessions once per month, 
via phone/web 

 

ELIGIBILITY REQUIREMENTS TO ATTEND THE BOOT CAMP  
 DoD manufactures/supplier in any tier 

 At least one facility MUST be in the State of California 

 MUST have between 10-499 employees located in the 
state of California 

 At least 5% of company business is DoD related 
 

 

TOPICS COVERED: 
 
•DFARS 252.204-7012 -Safeguarding Covered Defense 
Information and Cyber Incident Reporting 
 
•NIST SP800-171 -Protecting Controlled Unclassified 
Information 
 
•CMMC (Cybersecurity Maturity Model Certification) 
 
•Guidance on using services of Cyber Providers 
 
•Compliance factors when using Cloud Providers 
 

THIS BOOTCAMP IS NOT OPEN TO IT SOLUTIONS PROVIDERS 
(MSP, MSSP, or cyber security companies) 

 
No charge to attend. By attending, you agree to complete the training program, including the eight-hour on site and four one-hour follow up sessions. 

 

 
 
 
 

 

 

IF INTERESTED, PLEASE CONTACT:  
info@cmtc.com or  
info@sw-apprenticeshipgroup.com 

Cybersecurity Boot Camp 
AEROSPACE & DEFENSE SUPPLIERS 

RECEIVE PRACTICAL GUIDANCE AND ACTION STEPS TO IMPLEMENT CYBER COMPLIANCE 

 Department of Defense (DoD) contractors must protect Controlled Defense Information (CDI) or risk losing their DoD contracts 

 


